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UCS IT strävar efter att vara det bästa valet av IT partner med ett helhetskoncept för det 

digitala arbetssättet. Som kvalitetssäkrad och stolt IT-partner gör våra produkter och 

tjänster skillnad i det digitala arbetssättet på den hybrida arbetsplatsen. Vi har gedigen 

och lång erfarenhet av både IT hårdvara och licenser. Vår support står redo att lösa 

dagliga IT relaterade utmaningar. Våra konsulter och installatörer finns med sin 

spetskompetens redo att stötta projekt på plats eller på fjärr. Vår Academy utbildar i 

användarsäkerhet men också GDPR och arbetssätt i M365. 

Utöver denna policy har vi säkerhetsinstruktioner för strategiskt, taktiskt och operativt 

arbetssätt. Informationssäkerhet är av största vikt för oss och för våra kunder. 

I praktiken betyder det för oss (CIA): 

• Sekretess av information som vi hanterar och behandlar, dvs vi ska säkerställa 

att information inte faller i orätta händer. 

• Riktighet i information som vi hanterar och behandlar, dvs vi ska säkerställa att 

information inte förvanskas på ett felaktigt sätt. 

• Tillgänglighet av information i lednings-, huvud- och stödprocesser, dvs vi ska 

säkerställa att information finns tillgänglig för funktioner med behörighet till 

informationen. 

Detta gör vi genom att: 

• Proaktivt identifiera, klassificera och bestämma risknivå på hot mot informations-

säkerhet och införa nödvändiga och lämpliga åtgärder för att hantera hoten. 

• Upprätthålla en adekvat infrastruktur (inkluderat IT infrastruktur, fysisk säkerhet 

för tillträde till byggnader etc). 

• Kontinuerligt informera och medvetandegöra medarbetare (vid onboarding och 

sedan löpande genom anställningen) i användarsäkerhet, awareness och andra 

lämpliga och beslutade säkerhetsinsatser. Information om detta finnas alltid 

tillgängligt på vårt intranät. 

• Regelbundet och målmedvetet genomföra interna revisioner för att säkerställa 

och medvetandegöra om den höga säkerhetsnivån i organisationen. 

Vi är certifierade enligt FR2000 och implementerar dessutom arbetssätt enligt ISO27001 

för att kvalitetssäkra våra processer och vår informationshantering enligt de 

internationella kraven i ledningssystemet på ett systematiskt och säkert sätt. 
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