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Informationssakerhetspolicy

UCS IT stravar efter att vara det bésta valet av IT partner med ett helhetskoncept for det
digitala arbetssattet. Som kvalitetssakrad och stolt IT-partner gor vara produkter och
tjanster skillnad i det digitala arbetsséattet pa den hybrida arbetsplatsen. Vi har gedigen
och lang erfarenhet av bade IT hardvara och licenser. Var support star redo att I6sa
dagliga IT relaterade utmaningar. Vara konsulter och installatorer finns med sin
spetskompetens redo att stétta projekt pa plats eller pa fiarr. Var Academy utbildar i
anvandarsakerhet men ocksa GDPR och arbetssatt i M365.

Utbver denna policy har vi sédkerhetsinstruktioner for strategiskt, taktiskt och operativt
arbetssatt. Informationssékerhet ar av storsta vikt for oss och for vara kunder.

| praktiken betyder det for oss (CIA):

e Sekretess av information som vi hanterar och behandlar, dvs vi ska sakerstalla
att information inte faller i oratta hander.

¢ Riktighet i information som vi hanterar och behandlar, dvs vi ska sakerstélla att
information inte forvanskas pa ett felaktigt satt.

o Tillganglighet av information i lednings-, huvud- och stddprocesser, dvs vi ska
sékerstélla att information finns tillganglig for funktioner med behdrighet till
informationen.

Detta gor vi genom att:

e Proaktivt identifiera, klassificera och bestamma riskniva pa hot mot informations-
sakerhet och inféra nodvandiga och lampliga atgarder for att hantera hoten.

e Uppratthalla en adekvat infrastruktur (inkluderat IT infrastruktur, fysisk sékerhet
for tilltrade till byggnader etc).

o Kontinuerligt informera och medvetandegdra medarbetare (vid onboarding och
sedan I6pande genom anstéllningen) i anvandarsakerhet, awareness och andra
lAmpliga och beslutade sdkerhetsinsatser. Information om detta finnas alltid
tillgangligt pa vart intranat.

e Regelbundet och malmedvetet genomfora interna revisioner for att sakerstélla
och medvetandegéra om den hoga sakerhetsnivan i organisationen.

Vi ar certifierade enligt FR2000 och implementerar dessutom arbetssatt enligt ISO27001
for att kvalitetssakra vara processer och var informationshantering enligt de
internationella kraven i ledningssystemet pa ett systematiskt och sakert satt.
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